US009367790B2

a2 United States Patent

(10) Patent No.: US 9,367,790 B2

Avagliano 45) Date of Patent: Jun. 14, 2016
(54) PAYMENT CARD, RELATED READING (2013.01); GO6Q 20/341 (2013.01); GO6Q
DEVICE AND BRACELET COMPRISING THE 20/3415 (2013.01); GO6Q 20/367 (2013.01);
PAYMENT CARD GO7F 7/0833 (2013.01); GO7F 7/0846
(2013.01); GO7F 7/0853 (2013.01); HOIR
(71) Applicant: Amadio Avagliano, Marcheno (IT) 24/84 (2013.01)
(58) Field of Classification Search
(72) Inventor: Amadio Avagliano, Marcheno (IT) None
See application file for complete search history.
(*) Notice: Subject to any disclaimer, the term of this
patent is extended or adjusted under 35 (56) References Cited
U.S.C. 154(b) by O days.
U.S. PATENT DOCUMENTS
(21) Appl. No.: 14/412,122
2002/0138444 Al* 9/2002 Granfeldt ............. GO06Q 20/341
. 705/65
(22) PCTFiled:  Jun. 27, 2013 2007/0174615 Al*  7/2007 Ballou, Jr. .....o.c... GOGF 21/606
(86) PCT No.: PCT/IB2013/055275 . 713168
(Continued)
§371 (o)D),
(2) Date: Dec. 30,2014 FOREIGN PATENT DOCUMENTS
(87) PCT Pub. No.: WO02014/006547 EP 1369829 A2 12/2003
EP 1739564 Al 1/2007
PCT Pub. Date: Jan. 9, 2014 (Continued)
(65) Prior Publication Data Primary Examiner — Olabode Akintola
US 2015/0170016 A1l Jun. 18, 2015 (74) Allorney, Ag@l’ll, or Firm — Volpe and Koenig, P.C.
(30) Foreign Application Priority Data 7 ABSTRACT
A payment card comprises a supporting body with a control-
Jul. 5, 2012 (IT) .............................. BS2012A0101 ler provided Wlth an inner memory in Wthh identiﬁcation
data of auser and the issuing institution are stored. In addition
(51) Int.CL the card provides a connection interface combined with the
G06Q 40/00 (2012.01) controller for the connection with an outside device. The
GO6K 19/077 (2006.01) connection interface is a connection port incorporating a male
GO7F 7/08 (2006.01) portion and a female portion arranged, one with respect to the
HOIR 24/84 (2011.01) other, according to a specific layout rendering such a port a
G06Q 20/34 (2012.01) “hermaphrodite” port, that is able to couple with a port having
G060 20/36 (2012.01) an identical geometry. The connection port further comprises
GO6K 7/00 (2006.01) a plurality of electric contact elements combined with the
(52) US.CL male portion and/or the female portion. A method referring to

CPC ...

GO6K 19/07743 (2013.01); GO6K 7/0056
(2013.01); GO6K 7/0065 (2013.01); GO6K
19/07707 (2013.01); GO6K 19/07709 (2013.01);

GO6K 19/07733 (2013.01); GO6K 19/07762

virtual transfer of money between two payment cards is fur-
ther described.

8 Claims, 15 Drawing Sheets

100
101 102
\ 103
(" BANK
150 | LOGO
.. CARD
K 1 LOGO
155 ===/
1234 5678 91011 1213
\ROSEi Mar?;'L”o3 i
105

107

106



US 9,367,790 B2
Page 2

(56)

References Cited

U.S. PATENT DOCUMENTS

2009/0037275 Al
2009/0078777 Al*

2009/0112761 Al
2009/0146947 Al

2/2009 Pollio
3/2009 Granucci

4/2009 Robertson
6/2009 Ng

GO06Q 20/105
235/492

2011/0147452 Al 6/2011 Ho
2012/0024945 Al 2/2012 Jones

FOREIGN PATENT DOCUMENTS

KR 20040012379 A 2/2004
WO 0173698 A2 10/2001

* cited by examiner



U.S. Patent Jun. 14,2016 Sheet 1 of 15 US 9,367,790 B2

Fig.1 100
101 102 103 /
/
/BANK // usB
190 | LOGO
~__  CARD i
(CE D
H H LOGO
155 === >

VALID DATES
0113 01/99

Rossi Mario
\ ">

1,234 5E748 |=l]J|:|]\]J 1213

107 1\06 105
Fig.1A 100
%
\
v Y4
111

5. ~~30

\ 20




U.S. Patent Jun. 14,2016 Sheet 2 of 15 US 9,367,790 B2

Fig.2

Fig.2A
54a 54 57a 54b
\

7 NV

60



U.S. Patent Jun. 14,2016 Sheet 3 of 15 US 9,367,790 B2

Fig.3A

52
57b 54
50 / / /

. 72/ A%
Z
7

\ Vi

774%%%%%&& 7

¢ NN
% 7
é\\\“\\ \\4
z&. \&. + S =g +q q Z

; :

\
%

N
\
\
AR AT

54' 51

S7b 52' 50



U.S. Patent Jun. 14,2016 Sheet 4 of 15 US 9,367,790 B2

Fig.4

SERVER




U.S. Patent Jun. 14,2016 Sheet 5 of 15 US 9,367,790 B2




U.S. Patent Jun. 14,2016 Sheet 6 of 15 US 9,367,790 B2

Fig.6

300




U.S. Patent Jun. 14,2016 Sheet 7 of 15 US 9,367,790 B2

Fig.7

I CARD DATA 1
{| carDDATAZ

CARD 2

CARD DATA 2
LARD DATA Y

CARD 1

| ouTsiDE
| HARDWARE [~



U.S. Patent Jun. 14,2016 Sheet 8 of 15 US 9,367,790 B2

Fig.8




US 9,367,790 B2

Sheet 9 of 15

Jun. 14, 2016

U.S. Patent

Fig.9

26081 081
el OSI
18¥1Z DINOSI

€48.L OSI1

)
AA V 24N YINMSH
a14y Ad3aiiva
QHUYOHAIM E“““ﬂ!ﬂ”—wwu LnaN
ININIADYNYN
o Lo gasn LYYSA/LYYN WA LSAS HIMOd
HITIOYINO
FINAON a1 a1 ——
of Tid
AN
ndd
ving
YING
SNY 21d
— (34O ¥O) 119 ZE JHD
Ho¥da3 =m<l—k
AHVHEITHOSSI20Hd0D
OLdAHD TYNOLLIGAY
Wouda3 ¥0SSIDOUAOD IIAVSH HAWILL 119 94
S0AHILYM HINIL
WoH n H0SS320dd0I S3AL/S3a
g N HMOSSIAI0OUJOD SAVY
N
WYY 119 Z€ 5SI4 Ndo VOLYHINID _ dalnd
ANOWIW M2019D _ 32012




U.S. Patent Jun. 14,2016 Sheet 10 of 15 US 9,367,790 B2

Fig.10

SPENDING
-

CARD WITH AVAILABLE CREDIT X ALLOWED < X

CARD + PGS

T

SECURITY ANE
AUTHENTICATION

SERVICE CENTER

¥

CHARGE « RECEPT

PENGING
TRANSACTION ?

RECORDING THE
GFF - LINE OPERATION/S

¥

| UPDATING THE BALANCE
| ON THE DISPLAY

4

| END




U.S. Patent Jun. 14,2016 Sheet 11 of 15 US 9,367,790 B2

Fig.11

PAYING CARD RECIPIENT CARD

Checking authenticily of the cards

Non- authentic cards authentic cards

1 —1

syoer v Entering the valus by the keyboard
of the paying card
""""" Confirming the operation by entering
the PN of the paying user

1

Entersd value € Welue available on card?

YES N
Paying osrd Recipiont card
An pnbgie code s genenabed iR An prigue code s genemsted in the
i e poying card, comprising the recipiend card, comprising the
antered value + unique Tansecton oode © antered valie + unigue tanseclion code ¢
ENCIypIRng ®eys enciypting koys
{bazed on e ysod sigonithmt apd hased o the usad sigorthm) and
an il made by PiM + EVENT an D made by PN EVENT
{88 throunh RTC o BNGY fa.g. hrough BTC o BRGY
+ g3t of recipient carg + data of paying cand

i ot update he batanoe
i : o display
svgilabls balance | Roney has Rot Deen yecorded yet

Epdating the display of

| on sccount and cenngt be used

+

Re‘:m}ﬁﬁﬁ the '9@§§9§f3§§ Recnreing the input pending
pending iransaction i transachss it the

the card mreny saction card meni section




Sheet 12 of 15 US 9,367,790 B2

Jun. 14, 2016

U.S. Patent

PAYING CARD RECIPIENT CARD

CONFIRMING THE CONFIRMING THE
TRANSACTION TRANSACTION

1 !

OK? “’1 RO oK? ! NO

i 3 Repurting asror ‘ l_’; Repuriing errot
§ ¥ and teosioafog { srd eoraipating
YES e YES t

1 1

Has the ransaction
bees recornded pel on server?

Has the ranssciinn
boen recwrded yof on sevver¥

N T

3 —') ERE HO YES

Becarding the oparalion on server | Recarding be operafion on server |

EHND

Y

paying’ meiplent card

and wdating the payiog svosuatof |

+

Erashug the culgoing

peading tranvaction

aad updating the paying accoupnt @
peying! secipient cayd

Updating of the card and
eresing e golng Fansaction

+

NG




U.S. Patent Jun. 14,2016 Sheet 13 of 15 US 9,367,790 B2

Fig.13

260,260' 50 250

Fig.14

07 :
H| H| - 260,260




US 9,367,790 B2

Sheet 14 of 15

Jun. 14, 2016

U.S. Patent

Fig.15

@00
LO~DW

0 <C b e L O -

NdN/NdD

NI Sr-ry
H-rd %«ﬁ% o
auvo NS Y96 W3AON N7 IM L3INNIHIT
w w m
| ATV XAALA |
1INN » - -
INIWIDOVYNYIN
H3IMOd
aH/dss e avdA3IM

NOHdIT HSVY 14 @

NO¥Hd33 »

VINHIH WOY »

AHOINIIN
H3IAVIY QvD Ol (N3IFUoSHONOL)
Avidsia
YING - NN
04N

AHVHEITOLJAMD TWNOILIGaY Tid e
AHAYHODO1dAHD UINL-DOGHDIVAN @
IINAON 003 's3g¢e s3a 'Sy SINLL
ALIHNO3S Jld e




U.S. Patent Jun. 14,2016 Sheet 15 of 15 US 9,367,790 B2

202 - 109

100"

FIG. 16

50

FIG. 18




US 9,367,790 B2

1

PAYMENT CARD, RELATED READING
DEVICE AND BRACELET COMPRISING THE
PAYMENT CARD

FIELD OF THE INVENTION

The present invention refers to a payment card, such as a
credit card, an ATM or a reloadable card and to a method to
manage a bank transaction by means of this payment card.

Furthermore the invention relates to a device for reading
the afore said payment card and to a wearable bracelet pro-
vided with the above payment card.

BACKGROUND OF THE INVENTION

As known, payment cards are electronic cards, spread all
over the world, that allow purchases of goods and services. In
particular, the payment cards are equipped with a device for
the recognition of identification data of the owner and issuing
bank, able to connect with an interface device, such as a POS
(Point of Sale), to make a payment, or with an Automatic
ATM (Automatic Teller Machine) for drawing out cash or
carrying out another operation.

In particular payment cards are cards made of plastic mate-
rial and incorporating a microchip in which the data concern-
ing the card owner are securely stored. These payment cards
are called Smart Card. Information stored in the microchip
allow to make money transaction. With an increased memory
capacity and the internal microprocessor, smart cards can be
used to perform multiple services, in fact, a greater number of
data can be stored on the same card. The microchip has
supplanted the magnetic stripe, previously used for this type
of cards.

Cards with RFID (Radio Frequency Identification) tech-
nology associated with respective RFID readers are also
known, even those assigned for different functions.

A real need of the users is to check important information
in real-time about the use of the card and about the transaction
one is performing by using the card itself, such as information
about available credit, transaction history, etc. To do this
payment cards have been implemented that include a display
and an interface keyboard, through which the user can access
the functions of the card itself, such as described in US patent
application n. US 2012/0024945.

A further need arose from the use of payment cards is that
they can be connected directly to a Computer, Laptop Com-
puter, Smartphone, mobile phone, PDA or other device
through a connection interface. US 2009/037275 describes a
payment card that implements an USB (Universal Serial Bus)
port. Another example of this type is provided in US 2011/
147452.

The document US 2009/112761 describes a card equipped
with an USB port for connecting to a PC. The card allows the
user to identify himself in the banking system, in order to
subtract or deposit money.

The described solutions do not permit a direct data
exchange from a credit card directly to another credit card if
not through a connection to a remote controlling server, gen-
erally the server of the bank that issued the two cards, the
latter having still to be traceable to the same checking
account.

This function is particularly useful when, for example, it is
necessary to accredit or directly reload a payment card
through another payment card without going through a spe-
cific request, for example, by an interface page with a central
server of the bank issuing the card.
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Today there is the need to have a direct connection between
the two payment cards in addition or alternatively to the
connection with the remote server of the Institution managing
at least one of the cards.

SUMMARY OF THE INVENTION

It is therefore an object of the present invention to provide
a payment card that allows to perform a direct exchange of
data with another equivalent payment card.

It is also an object of the present invention to provide a
payment card that is simple and practical to use, and possibly
also wearable for added convenience.

It is another object of the present invention to provide a
payment card that can be interfaced with most of electronic
devices.

Itis an additional object of the present invention to provide
areading device of the afore said payment card thatis reliable
and constructively simple to implement.

It is still an object of the present invention to provide a
payment card that, in addition to have the advantages above,
can be easily transported and used as a device for personal
identification.

It is still an object of the present invention to provide a
method for managing bank transactions by means of said
payment card.

The objects above are obtained by a payment card accord-
ing to claim 1.

In particular, the payment card comprises a supporting
body having a first and a second face opposite to each other.
Moreover, it provides a controller, associated with the sup-
porting body, equipped with an internal memory in which the
identification data of a user and the institution issuing the
payment card are stored. In addition the card provides a
connection interface combined with the controller for the
connection with an outside device. The connection interface
is a connection port incorporating a male portion (plug) and a
female portion (receptacle) arranged, one with respect to the
other, according to a specific layout that will be now
described and rendering de facto such a port a “hermaphro-
dite” port, that is able to couple with a port having an identical
geometry.

The connection port further comprises a plurality of elec-
tric contact elements combined with the male portion and/ or
the female portion.

In other words, the connection interface combines in a
single port a male portion and a female portion, physically
separated and distinct but arranged according to a configura-
tion that allows the functional coupling with, respectively, a
female portion and a male portion of an equivalent port of an
outside device, for example a second payment card according
to the invention.

Therefore the term “hermaphrodite” means suitable for
connecting with a port itself that has an identical geometry
and conformation. In particular, the shape coupling between
a first and a second connection port, according to the inven-
tion, determines the insertion simultaneously between the
male portion of the first connection port with the female
portion of the second connection port and the female portion
of'the first connection port with the male portion of the second
connection port.

It is therefore not necessary to provide ports of any differ-
ent geometry to connect two connection interfaces of this
type. It is therefore possible to connect the payment card with
an outside device, for example a reading device or another
device that implements a connection interface of the type
described above. The term “outside device” means such as a
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reader, computer or the like, or a further payment card that
implements the afore said interface connection.

In case of connection with another payment card this con-
nection is performed by rotating by 180° one of the two
payment cards, in such a way as to match the respective male
and female portions of a first connection port with the female
and male portions of the other connection port. In this way the
ports are morphologically and mechanically identical and
complementary at the same time, being able to interpenetrate.
In this way a data exchange is possible directly between two
payment cards so that some data, chosen according to the
needs, can be directly transferred from one card to another
even in an off-line mode and then without a connection to an
external and remote controlling server. A data update with a
controlling server will be carried out at a later time once a
connection with the latter has been established.

Preferably, the payment card is a plastic material card with
a predefined size, having a first and a second face opposite to
each other. The connection interface is disposed on an edge of
the payment card.

In a preferred embodiment, the connection port includes a
support portion from which the male portion and the female
portion extend. The supporting portion also acts as a connec-
tion for connecting to an edge of the payment card.

A preferred layout provides the male portion and the
female portion to be superimposed and aligned with respect
to a common median plane, which is a plane of symmetry too.

Preferably, the connection interface comprises guide
means for guiding a male portion of another connection port.
These means act as a reference to aid the user in a quick and
easy connection between two connection ports.

The female portion is substantially box-shaped and
includes a plurality of side walls forming a polygonal, pref-
erably rectangular or square, housing seat.

The male portion preferably comprises a single piece of
shape substantially complementary to the female portion with
which it forms a shape coupling.

Preferably, the guide means comprise a docking portion
with “T” profile formed on the male portion, which engages
an opening, which extends longitudinally, formed in a head
wall, opposite to the bottom wall, of the female portion. With
the expression longitudinal direction is indicated a direction
parallel to the afore said median plane. In other words, the
“T”-shaped docking portion slidingly engages within the
opening obtained in the wall of the female portion and it
allows to guide precisely and quickly the complete coupling
of each connection port. Furthermore, the “T” portion main-
tains a stable connection between two connection ports as the
wings of the “T” profile are superimposed with respect to the
external wall of the head of the housing seat.

Inapreferred embodiment the electric contact elements are
arranged on a bottom wall of the housing seat of the female
portion, opposite to the head wall.

The electric contact elements are, in a preferred embodi-
ment, a plurality of thin plates, henceforth defined pins, hav-
ing an elongated shape and spaced one from another by a step
established in the construction step, so as to connect correctly
when the connection port is joined with the other connection
port of the connection interface of a second card. Preferably
there are seven pins.

In a preferred arrangement, the connection port with seven
pins implements the pattern of electrical contacts normally
provided in USB (Universal Serial Bus) ports, i.e. the scheme
with four BUS. In this way the port according to the present
invention allows the connection between two payment cards
without the use of cables or adapters, and it allows the con-
nection with other outside hardware devices, such as a PC, a
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notebook, etc., possibly through an appropriate adapter that
allows its functional coupling with the USB port of these
equipment.

The four-pin configuration also allows to exploit the con-
nection port for the power supply of the components of the
card that may need electrical power, for example a buffer
battery, a display, etc.

In a preferred embodiment the payment card comprises, in
addition to the hermaphrodite port, also an USB port of a
traditional type for the interface with all the devices support-
ing this type of connection.

In a preferred embodiment, the controlling means include
aprocessing unit, microchip or CPU arranged on the first face
of the payment card. In addition, on the first face identifica-
tion data of the payment card and/or issuing institution and/or
owner data and/or validity data are imprinted.

The processing unit has to carry out operations given by the
user through interaction with the alphanumeric keyboard and
made accessible through a display or a communication with
other outside hardware devices, with the connection by
means of the afore described port, and/or with wireless con-
nections for which the card is appropriately prepared.

On the second face a display is provided. In a preferred
arrangement, the display is a LCD which ensures high flex-
ibility and energy saving. Alternatively, the display can be a
touch screen. The display can be equipped with signaling
lights, for example a colored LED, or one or more symbols,
used to visually signal error card conditions, or for example a
situation of dried up credit or successful/unsuccessful
attempts of connection and/or charge.

In a preferred embodiment, the payment card provides an
alphanumeric keyboard arranged on the second face of the
payment card combined with the display.

Preferably, the memory of the controller is an MMU
(Memory Management Unit) having to preserve data and
information for the functioning of the payment card, for
example data relating to the transaction history etc., but also
to contain programs specifically for data protection.

In particular, the MMU is associated with a ROM memory
(Read Only Memory).

Still in a preferred arrangement, one or more EEPROM
(Electrically Erasable Programmable Read-Only Memory),
FLASH EEPROM or FRAM (Ferroelectric Random-Access
Memory) are provided in association with the MMU memory.

In addition, also a RAM (Random-Access Memory)
memory is provided in association with the MMU.

In a preferred arrangement, the controller provides a com-
puting unit for the CRC (error-detecting code), which detects
anomalies in individual data/programs stored in the memory
unit.

Still preferably, a RTC (Real Time Clock) component is
provided, which allows the controller to have always avail-
able, even in standby mode, a hardware clock not software-
packable, preferably with a quartz technology having low
energy consumption. In this way it is possible to obtain, for
example, the generation of One-Time password and other
applications.

Preferably, the controller also provides a Clock Generator
and a Clock Filter used for the synchronization and connec-
tion during the transmission of data. In the preferred arrange-
ment, a PLL (Phase-Locked Loop) is also included in asso-
ciation with the Clock Filter.

The controller also includes a 16 or 32 bits timer and a
watchdog time.

Inthe preferred arrangement of the card, the controller also
includes a RNG (Random Number Generator) used to gener-
ate authentication keys for the outside device, but RNG is also
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used as an additional useful data to certify the authenticity and
the belonging of the card during the card to card transaction.

Preferably, the card includes a component UART/USART,
short for Universal Asynchronous Receiver/Transmitter
(UART) and Universal Synchronous/Asynchronous
Receiver/Transmitter (USART) to convert data from a paral-
lel format into an asynchronous serial format or vice versa.

Preferably, the card is also equipped with means for wire-
less connection to outside devices, such as WiF1i, Bluetooth or
RFID/NFC (contactless).

Preferably a power source for the operation of the control-
ler, the display, and the alphanumeric keyboard is provided.
The power source is preferably a rechargeable battery of
Lithium Polymer Ultrathin Cells type.

The connection port described above can also be used in
other fields, i.e. on devices different from a payment card and
for this reason the Proprietor reserves the right to file a divi-
sional patent application only for the “hermaphrodite” con-
nection pott.

For example, if the card is equipped with keyboard and
display, it is possible to make an on-line purchase as now
described. Through a PC or an equivalent device you can
connect to the website from which you want to make your
purchase. The payment card is connected to the PC via her-
maphrodite connection port or through the wireless connec-
tion, such as of RFID/NFC type. The section of the website
dedicated to the payment is accessed, at this point the website
performs an identification/authenticity analysis of the pay-
ment card. Using the keyboard of a payment card the user
enters the PIN code of the card itself and the amount to be
transferred to the website provider. The transfer of money is
confirmed by pressing a confirmation button on the keyboard.
The transaction is carried out and the residual credit is still
visible on the card display and it is automatically updated on
the server of the institution issuing the same.

According to a further aspect, the present invention relates
to a bracelet that incorporates the payment card described
above, in any constructive variation. The bracelet includes a
strap for the fastening to the wearer wrist and an accommo-
dating seat for the payment card. For example the payment
card can be is inserted in a removable way in the respective
seat, so as to be visible as the face of a clock on the respective
strap. This embodiment is particularly convenient because it
allows the user to extract and use the payment card from the
strap without having to open the clothing pockets, and with-
outhaving to insert the card in a traditional wallet. In addition,
in circumstances wherein the payment card is used as a per-
sonal identification device, the bracelet allows you to use the
card as a badge. This arrangement further allows to associate
with the card batteries of size comparable with those of the
batteries of the watches, thus sufficient to supply a display, a
keyboard, and if present, a wireless interface.

According to a further aspect, the present invention relates
to a key ring that incorporates the payment card described
above, in any constructive variation. According to additional
aspects, the present invention relates to a necklace, a belt, a
watch, a mobile phone, atablet, etc. provided with a payment
card as described above. Another aspect of the invention
relates to a method for managing a banking transaction
between two payment cards, preferably but not necessarily of
the type described in relation to the first aspect of the inven-
tion, both equipped with a memory and means for the wireless
connection and/or equipped with a hermaphrodite port.

For the method described below the Applicant reserves the
right to file a divisional patent application or prepare a corre-
sponding set of claims.
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The method provides the steps of:

connecting the two payment cards one to another through
their respective wireless connection means, such as
RFID or NFC type, or through their respective hermaph-
rodite ports;

exchanging data between the two cards corresponding to

the money sum transfer from the transferring card to the
recipient card;

storing the exchanged data in the memories of both the

cards and storing a security data packet;

storing the credited amount in the memory of the recipient

card and making available such amount in the future
only if the following condition occurs:

at least one from the recipient card or the transferring card

must be connected to the server of the related issuing
institution that validates the money transfer, i.e. that
records the transaction.

The validation of the institute is important to avoid that
money credited on a card and coming from a previous card-
to-card money exchange can be transferred to subsequent
beneficiaries without a trace of such exchange transactions on
the server of the institution itself, in this way creating both a
problem with transparency and anti-money laundering rules,
and purely accounting problems that may occur due to not
traced money transfers.

The connection to the server can also be done at the first
on-line transaction made with the recipient card after the
accreditation from the second card, for example in case of
shopping on-line or at shopkeeper with POS reader.

For example, as long as the institution has not validated the
transfer, the credited amount is stored in a special ‘pending
transactions’ section of the recipient card, and possibly indi-
cated as such to the user if the card has a display. When the
issuing institution has the opportunity to validate the transfer,
the credited amount is stored in a special ‘available credit’
section of the recipient card, and possibly indicated as such to
the user if the card has a display.

Itis also important to note that methods to perform off-line
transactions are already known, such as using a POS discon-
nected from the central server, it is true that these operations
are envisaged only for what concerns the card-POS payments
and to date there are no for card-card payments of the kind
described above.

The method according to the present invention makes the
payment method able to perform operations, such as the
exchange of data/money, in compliance with anti-money
laundering, antitrust and transparency regulations in force in
major countries. Thereby the transaction between two cards,
even performed off-line, remains only temporarily and
becomes definitive after a validation by the institution of one
of'the two cards (which can be the same).

Preferably the payment card used to implement the method
described above is a payment card or a bracelet according to
any one of claims 1-14.

Preferably the connection of a payment card according to
the present invention with a remote server of the issuing
institution and/or with a second card is implemented as fol-
lows. Once the connection has been established between the
card and the server, the latter performs a check of authenticity.
The controlling server on the basis of a positive check of the
authenticity authorizes the transaction by the payment card.
Then the controlling server sends an updating signal to
change the residual credit stored in the memory of the pay-
ment card visible on the display of the card itself; if present.

In particular, the connecting step occurs, in a possible
embodiment, by means of an outside device through the her-
maphrodite connection port. Subsequently the step of send-
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ing, through the outside device, the identification data of the
payment card to the remote controlling server, is provided.

In particular, the authenticity check between payment card
and outside device provides that: if the test fails a signaling
element, for example a LED present on the payment card,
generates an error signal and the subsequent connection step
is interrupted. If the test is successtul the signaling element
generates a positive signal and allows the subsequent con-
necting step.

More in particular the checking step includes a step of data
authentication which consists of a cryptographic checksum of
Static Data Authentication (SDA), or Dynamic Data Authen-
tication (DDA), or still Combined Data Authentication, type.

In a first embodiment the outside device is a reader, pref-
erably a POS or ATM.

In a second solution, the outside device is an additional
payment card called “recipient card”. In the latter case, we
can distinguish a “paying card” and a “recipient card” con-
nected to each other by means of their interfaces.

In a preferred way, it is provided a step of entering an
access code using the alphanumeric keyboard of the paying
card, preferably a PIN (Personal Identification Number) code
and typing a cash amount to be transferred in favor of the
recipient card, to which a step of confirming and authorizing
the transfer follows.

In a preferred embodiment the method of card-to-card
payment provides an authenticating step through a control of
Application Cryptogram Generation (AC) type and also uses
an OTP (One Time Password).

According to an alternative mode, the method is even prac-
ticable by using two payment cards that support a NFC/RFID
mutual connection.

Alternatively, the payment card connects to the central
server using an independent data connection (Mobile connec-
tion) or Wi-Fi technology without the aid of an outside device.
Then, in this particular case, the payment card is always
connected to the server and it updates all data in real time (i.e.
ON-LINE), by recording the pending transactions and data
passing from one card to another.

According to a further aspect of the invention a reader of a
payment card according to the invention is described, com-
prising a processing unit adapted to interact with a controller
provided on said payment card. The reader comprises a con-
nection port according to the present invention.

In addition to what above described, the connection port of
the reader is defined by a housing seat in which the payment
card with provided with the connection interface is inserted.

The housing seat provides the connection interface
arranged on a bottom wall of the same in such a way that the
housing seat acts as a guide for a proper connection.

Preferably, the reader also comprises acomponent selected
from the group including: an analog modem, an Ethernet/
LAN connection, a wireless antenna, a SIM card, a USB port
or a combination thereof.

The reader is preferably provided with an external power
supply through a cable. In combination or alternatively the
reader provides an internal rechargeable battery.

The reader allows to perform some functions such as
recharging the battery, entering pending transactions, system
software updates of the payment card. In a preferred arrange-
ment of the present invention the reader comprises one or
more displays associated with one or more alphanumeric
keyboards.

The reader is also associable to a printer.

The reader may also comprise a port for a payment card of
the shopkeeper through which it is possible to transmit the
payment directly from the user card to the shopkeeper card.

15

25

30

35

40

45

50

55

60

8

In a preferred embodiment the reader comprises a main
module equipped with the connection interface, and second-
ary modules can be connected to the main module through
said connection interface.

In particular two secondary modules connected on the side
opposite to the main module are provided.

The secondary modules include a display and an alphanu-
meric keyboard associated with the display. Alternatively, the
display is a touch screen.

LIST OF THE DRAWINGS

Further characteristics and advantages of the present
invention will be more evident from a review of the following
specification of a preferred, but not exclusive, embodiment,
shown for illustration purposes only and without limitation,
with the aid of the attached drawings, in which:

FIG. 1 shows a plant view of a first face of a payment card,
according to the invention.

FIG. 1A shows aplant view of a second face of the payment
card of FIG. 1;

FIG. 2 shows a perspective view of a connection interface
implemented on the payment card;

FIG. 2A shows a sectional view of the connection interface
of FIG. 3;

FIG. 3 shows a perspective view of a first and a second
connection interface during their connection;

FIG. 3A shows a sectional view of the first and second
connection interface connected to each other;

FIG. 4 shows a block diagram that shows possible interac-
tions between the payment card, according to the invention,
an outside device or station and a controlling server;

FIG. 5 shows a schematic view of the connection between
the payment card and a station, such as a reader;

FIG. 6 shows a schematic view of the connection between
the payment card and an outside device such as a computer or
a smartphone;

FIG. 7 shows a block diagram which shows the interactions
between a first and a second payment card;

FIG. 8 shows a perspective view of a first and second
payment card connected to each other through the connection
interface of FIG. 3;

FIG. 9 shows a block diagram that identifies the compo-
nents in the payment card, according to the invention;

FIG. 10 shows a block diagram that identifies the steps for
the payment by the payment card;

FIG. 11 shows a block diagram that identifies the steps of
interaction between a first and a second payment card con-
nected together;

FIG. 12 shows a block diagram that identifies the steps of
updating the payment cards subsequent to their connection;

FIG. 13 shows a perspective view of a reader of the pay-
ment card according to the invention;

FIG. 13 A shows an additional component that can be inte-
grated the reader of FIG. 13;

FIG. 14 shows an overall perspective view of the reader of
FIG. 13 integrated with two additional components of FIG.
134,

FIG. 15 shows a block diagram that shows the components
present in the complete reader of FIG. 14;

FIG. 16 is a perspective view of a bracelet according to the
present invention;

FIG. 17 is a sectional view ofthe bracelet shown in FIG. 16;

FIG. 18 is a sectional view of a detail of the bracelet shown
in FIG. 16.

DETAILED DESCRIPTION OF THE INVENTION

Referring to FIGS. 1 and 1A it is represented a payment
card 100, according to the invention, comprising a supporting
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body 30 preferably made of plastic material having a first 10
and a second face 20 one opposite to another. Integrated to the
supporting body it is provided a controller 150, shown in a
schematic way, provided with an inner memory in which
identification data of a user and/or the institution issuing the
payment card 100 are stored. In addition, the payment card
100 comprises a connection interface 50 for the connection
with at least one outside device, shown in FIGS. 5, 6 and 8,
combined with the controller 150.

In particular, as best shown in FIGS. 2 and 2A, the connec-
tion interface includes a connection port 50 which comprises
amale portion 52 (plug) and a female portion 54 (receptacle)
disposed, one with respect to the other, according to a specific
layout. The connection port 50 further comprises a plurality
of electric contact elements 60 (FIG. 2A) combined with the
male portion 52 and/or the female portion 54.

More in particular, such a connection port 50 can be
defined as “hermaphrodite™, i.e. able to couple, reversing the
position of the male portion 52 and female portion 54, with a
port having identical geometry and conformation.

Thus the male portion 52 and female portion 54 are distinct
and physically separate. With portions distinct and separate it
is meant that the two male 52 and female 54 portions do not
result in any embodiment according to the invention, inte-
grated one respect to each other, i.e. the male portion 52 is not
obtained in the inner space defined by the female portion 54,
but it is always outside of the latter.

On the contrary, the male portion 52 and female portion 54
are arranged in a configuration that allows the functional
coupling with a female portion 54 and a male portion 52 of a
connection port 50 equivalent to an outside device, for
example a second payment card according to the invention, as
shown in FIG. 8.

In particular, the shape coupling between a first 50 and a
second 50' connection port, as shown in FIG. 3, provides a
simultaneous coupling between the male portion 52 of the
first connection port 50 with the female portion 54' of the
second connection port 50' and the female portion 54 of the
first connection port 50 with the male portion 52' of the
second connection port 50'.

Constructively, the connection port 50 comprises a sup-
porting portion 51 from which the male portion 52 and female
portion 54 extend. The supporting portion 51 also serves as
attachment for the connection with an edge of the payment
card 100 between the first 10 and the second 20 faces. A
preferred layout provides the male portion 52 and female
portion superimposed and aligned one to another with respect
to a common median plane, which is a plane of symmetry as
shown in FIGS. 2 and 2A.

Specifically, the female portion 54 has a substantially box-
shaped form and includes a plurality of side walls 54a, 545
that form a polygonal, preferably rectangular or square, hous-
ing seat 54¢. On the contrary the male portion 52 comprises a
solid portion with a shape complementary to that of the hous-
ing seat 54c.

Also, the connection port 50 comprises guide means 57 for
guiding the connection with an additional connection port 50
having the same geometry (FIG. 3). In this way, through a
mechanical guide a reference is obtained, as well as a stabil-
ity, in the connection between the two connection ports 50,
50", facilitating the user.

In particular, the guide means 57 comprise a docking por-
tion 57b with a “T” profile formed on the male portion 52,
which engages an interlocking opening 57a, which extends in
the longitudinal direction. The interlocking opening 57a is
formed in a wall of the female portion 54. More particularly,
the female portion 54 is composed of a pair of side walls 54a
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and 54b opposite to each other with a substantially “L.”-
shaped profile which define between them the interlocking
opening 57a.

The “T”’-shaped docking portion 575 slidingly engages in
the interlocking opening 57a formed on the female portion 54
and allows to precisely and quickly guide the complete cou-
pling of each connection port 50.

Moreover, as shown in FIG. 3A, the “T”-shaped docking
portion 575 keeps the connection stable between two connec-
tion ports 50, 50' as the wings of the “T”’-shape profile are
partially superimposed with respect to the external wall 54a,
54b of the housing seat 54¢ of a respective female portion 54.

In a preferred embodiment, as shown in FIG. 2A, the elec-
tric contact elements 60 are arranged on an intermediate wall
54d between the female portion 54 and the male portion 52, so
as to be defined as the bottom wall of the female portion 54 or
the external wall of the male portion 52.

The electric contact elements 60 are, in particular, a plu-
rality of thin plates or pins, with elongated shape and spaced
apart by a determined step p defined in the construction step,
s0 as to connect correctly when the connection port 50 is
joined with another connection port 50' (FIG. 3A). More in
particular seven pins are provided positioned so that the elec-
trical contacts will match once one of the two connection
ports rotated by 180°. So a correct join between the pins
transmitting the same type of signal, occurs.

In a preferred arrangement, the connection port 50 imple-
ments a set of pins that allow to obtain a pattern of electric
contacts usually provided in USB (Universal Serial Bus)
ports, i.e. the four-BUS scheme. In other words, the connec-
tion port 50 uses the same serial protocol of any USB port as
the pairs of duplicated pins 60 (GND/D+/D-) are subse-
quently reunited and in this way reduced to three, which
together with the single Pin Vec, lead back to four as in USB
standard. With regard to individual electric contacts, GND
electrical contact performs the task of providing a common
grounding reference between the upstream and downstream
data ports (D+/D-). The data Pins D+/D-, by using serial
USB protocol, transfer data in packet mode (packet data). The
Vee (Vbus) performs the task of powering the devices con-
nected thereto with a 5v DC (£5%) voltage at 500/900 mA.

In fact the four-pin configuration also allows to exploit the
connection port 50 for the power supply of the components of
the payment card itself that may need electrical power, for
example a buffer battery, a display, etc., as after described. In
particular, an internal battery of the card, as described later, is
loaded (or powered) through the Vbus of connection port by
the connection with an outside device (PC, netbook, reader
and the like).

Such a connection port 50 according to the present inven-
tion then allows the direct connection between two payment
cards 100, 100" without the use of cables or adapters, and it
allows the connection with other outside apparatuses or
devices, such as a PC, a notebook, etc., possibly through an
appropriate adapter that allows its functional coupling with
the USB port of these equipments.

It is therefore possible to connect the payment card 100
with an outside device, for example a reading device or
another device that implements a connection interface of the
type described above. The term “outside device” means such
as a reader 250 (FIG. 5), computer 300 or the like (FIG. 6), or
a further payment card 100 (FIG. 8) that implements the afore
said interface connection. For simplicity the USB port of the
card 100 has been omitted in FIGS. 5, 6 and 8.

In case of connection with another payment card, as shown
in FIG. 8, this connection is performed by rotating by 180°
one of the two payment cards, in such a way as to match the
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respective male 52 and female 54 portions of a first connec-
tion port 50 with the female 54' and male 52' portions of the
other connection port 50'. In this way the ports are morpho-
logically and mechanically identical and complementary at
the same time, being able to interpenetrate.

The direct connection of the two cards as described below
allows to obtain a direct transfer of data, chosen according to
the needs, from one card to another even in off-line mode and
then without connection to a remote controlling server.

Referring to FIGS. 1 and 1A, the controller includes a
processing unit, microchip or CPU 155 arranged on the first
face 10 of the payment card. In addition, on the first face 10
and second face 20 identification data 105, 111, 113 of the
payment card and/or issuing institution 101 102 and/or owner
data 103, 107 and/or validity data thereof 106, are imprinted.

On the second face 20 a display 109 is further provided. In
a preferred arrangement, the display 109 is a LCD having
high mechanical flexibility. The display 109 may be associ-
ated with signaling lights (not shown), for example a series of
LED lights to give simple and intuitive signals inherent in the
function of the card itself visually to the user.

Associated with the display 109 an alphanumeric keyboard
112 is provided always placed on the second face 20 of the
payment card 100.

In this way, the payment card allows to view and enter data
and allows the interaction thereof with a central server (FIG.
4) in which information and data relating to the payment card
itself are contained in a complete way, and/or with other
payment cards (FIG. 7). The processing unit 155 has the task
to perform transactions ordered by the user through interac-
tion with the alphanumeric keyboard 112 that become usable
through the display 109 or the communication with other
outside hardware devices.

In fact, the inner memory of the controller 150 contains
only a part of data, which are updated and transferred in a
constant way to the central server through the connection of
the payment card 100 with outside devices that allow the
connection between the payment card 100 and the central
server through the above described connection port 50, and/or
with wireless connections for which the card is appropriately
prearranged. Furthermore, the payment card 100 can also be
used in the conventional payment circuit exploiting the con-
tact surface 170 or even through the use of RFID/NFC.

In a preferred way, as shown in the block diagram of FIG.
9, the processing unit is a microchip or MMU (Memory
Management Unit) that has the task to manage, organize and
direct accesses and calls to the internal memory by the CPU.
In particular, the MMU has the purpose of protecting data and
making them inaccessible for unauthorized hardware or soft-
ware as it acts as a MPU (Memory Protection Unit). In addi-
tion, the MMU performs the function of allocation/realloca-
tion of portions of memory, easing the workload of the
operating system and the CPU 155, thereby optimizing the
performance and management of operations and optimizing
at the same time the space in the memories.

In particular, the MMU is associated with a memory ROM
(Read Only Memory) that offers high safety margins, in that
the data contained therein, once inserted in the construction
step, can no longer be changed, and this mode also makes
impossible the violation/corruption of the same data by for-
eign systems. In addition, the ROM does not need power
supply to keep the data as stored and undamaged, and this
prevents the loss of highly sensitive data in case of power
failure due to battery damage or due to exhaustion of the
internal battery of a payment card.

Still in the preferred embodiment, associated with MMU
memory one or more EEPROM (Electrically Erasable Pro-
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grammable Read-Only Memory), FLASH EEPROM or
FRAM (Ferroelectric Random-Access Memory) are pro-
vided; these types of memories, unlike the ROM, offer nearly
the same safety features but they have the peculiarity of being
able to be reprogrammed (then re-written), these memories
may contain a part of the operating system (PROGRAM
MEMORY), algorithms and functions that allow the conduct
of'the security provided for the data or to store data that need
to be preserved even in the event of battery damage or power
failure (DATA MEMORY).

In addition, also a type of RAM memory (Random-Access
Memory) used exclusively by the operating system, and by
the internal components (such as the LCD screen, keyboard,
and especially the CPU) to temporarily store during a work-
ing session data waiting to be further processed, or to store
data changing frequently before been permanently stored
subsequently, is provided; this because, for the technological
nature of RAM, it needs a continuous power to maintain the
data stored, and therefore, it is used as a support by internal
components during a job session. In particular the contained
RAM memory is of the SRAM type (Static Random Access
Memory).

In a preferred embodiment, the controller 150 further pro-
vides a computing unit for the CRC (error-detecting code),
which detects anomalies in individual data/programs stored
in the memory unit.

In addition, there is an RTC (Real Time Clock), which
allows the unit control 150 to have always available, even in
the standby mode, a hardware clock, a Clock Generator and a
Clock Filter used for the synchronization and connection
during data transmission. Closely related to the latter, in the
preferred arrangement a PLL (Phase-Locked Loop) is
inserted too, which performs the function of clock multiplier,
for example, to help the computational requirements due to
the complex operations performed by the encryption algo-
rithms, to the use of a Java Virtual Machine, and during the
steps of data transmission towards the internal memories of
the card and the outside devices. In the described configura-
tion, the latter is directly integrated with the Power Manage-
ment System that communicates to the PPL the range of
frequency with which you can work in a specific time and
then by raising the level of the CPU 155, when necessary, and
lowering the range of the clock in standby situations, thus
obtaining a real optimization of battery consumption. In
direct connection with the latter component, in the preferred
arrangement is also added a voltage regulator which varies the
flow (and therefore consumption) of battery energy according
to the needs of processes that are performed by the processor
during a given work session.

In the preferred arrangement, the controller 150 also
includes 16- or 32-bit timer, and a watchdog time.

The controller 150 also includes a RNG (Random Number
Generator) used to generate authentication keys for the out-
side device and a UART/USART component. This compo-
nent converts data from a parallel format to an asynchronous
serial format or vice versa. This allows the data exchange
between the microprocessor/CPU/processing unit, etc. of the
payment card 100 and other outside hardware (and therefore
other cards) through the use of dedicated connection ports.

The payment card 100, as described above, is powered by
a source that allows the operation of all electronic compo-
nents. The power source is preferably a rechargeable battery
of Lithium Polymer Ultrathin Cells type.

Furthermore, the payment card 100 is equipped with a
Mobile Connection (independent data connection) and WIFI
technology. More specifically, there is a module that houses
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the IEEE 802.11 protocol, which defines a set of transmission
standards for WLAN networks.

In this way, the payment card 100 is able to perform all the
operations of connection to the central server without the use
of outside hardware and to autonomously perform operations
such as real-time updating of data contained in the controller
150, recording payments card-to-card, and other operations
of banking transaction.

In other words, the payment card becomes, with an
adequate infrastructure, completely independent from out-
side hardware regarding the connection to the central server
and it performs data exchange between itself and the account
on the server to which the card itself refers.

According to the functional aspect ofthe payment card 100
described above, it allows to perform a banking transaction in
accordance with the following method steps.

In particular the method provides, as shown in the diagram
in FIG. 10, to connect the payment card 100 to a remote
controlling server that performs a check of authenticity of
data stored in the payment card 100 and authorize the bank
transaction after this successful check of authenticity.

The controlling server sends an update signal to change the
residual credit stored in the memory of the payment card 100
visible by the user directly through the display 109.

The connection can occur both by contact, through the
contact surface 170 or the connection port 50, and contactless
through the use of NFC/RFID technology or the like.

Ina first embodiment, the payment card 100 connects to the
remote controlling server with the aid of an outside device.
The outside device is connected to the payment card through
the hermaphrodite connection port 50. A check of the residual
credit stored in the memory of payment card 100 occurs. The
identification data ofthe payment card 100 are then sent to the
central server by the outside device.

Alternatively, the payment card 100 is connected to the
central server through Wi-Fi technology without the aid of an
outside device. In this particular case, then the payment card
is always connected to the server and updates all data in real
time (i.e. ON-LINE), by recording the pending transactions
and data passing between one card to another (always using
the connection port 50 or through RFID/NFC) in an autono-
mous and instantaneous way.

In this configuration with independent data connection
(Mobile connection) or WIFI, it could constitute temporary
off-line mode in case of non-coverage of service and/or mal-
function of the same but provided that subsequent data
recording and updating of the operations performed through
the payment card will be carried out as soon as the connection
to the central server can be restored.

In case in which the outside device is a POS in the trans-
action, any pending transactions, if present, are also recorded.
In addition to the Online Data Authentication, the connection
to the server can also be in Offline data authentication if, for
any reason, the POS is not on-line connected to the service
center server of the payment circuit.

In particular, in the connecting step between the payment
card 100 and the outside device, a phase of checking the
identification data of the card itself is introduced. If this check
fails a signaling element, such as an LED present on the
payment card 100, generates an error signal and the subse-
quent connecting step is interrupted. If the check is successful
the signaling element generates a positive signal and allows
the subsequent connecting step.

On the contrary the checking step provides a step of data
authentication which consists of a cryptographic checksum of
Static Data Authentication (SDA), or Dynamic Data Authen-
tication (DDA), or still Combined Data Authentication type.
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In case in which the outside device is a further payment
card 100 with the hermaphrodite connection port 50, there are
a “paying card” and a “recipient card” connected together by
means of respective connection interfaces, as shown in the
block diagram of FIG. 11.

The user enters an access code Pin through the keyboard
112 of' the paying card. Then the user enters the amount to be
transferred in favor of the recipient card and he/she authorizes
the transfer. The paying card updates the amount of residual
credit scaling the amount of the transaction and makes an
off-line data authentication consisting of a cryptographic
checksum that, onthe basis of encryption algorithms included
in the card, may be Static Data Authentication (SDA),
through a symmetric encryption algorithm, or a Dynamic
Data Authentication (DDA), or Combined Data Authentica-
tion that are based on asymmetric cryptographic key.

In a preferred embodiment, for security reasons the card-
to-card transaction prefers a CDA also known as DDA whit
application cryptogram (AC) generation and uses also an
OTP (One Time Password).

In fact OTP is valid for a single login session or transaction,
and in this way it is not vulnerable to replication attacks
unlike the traditional static passwords. The OTP generation
algorithms make use of random numbers. Various methods
forthe generation of OTPs can be used. There is the one called
Time-Synchronization using algorithms based on time syn-
chronization between the authentication server and client that
provides the password (OTPs are valid only for a short period
of time) using the RTC (Real Time Clock) inside the card.

Alternatively, there is one by the utilization of mathemati-
cal algorithms that generate a new password (based on the
previous password) where the OTPs are, de facto, a chain of
passwords linked together, and they must be used in an pre-
defined order (they generate a new password based on the
previous password) and those (based on a challenge) using
the RNG (Random Number Generator) contained inside the
card, creating a random number chosen from the authentica-
tion server or the details of the transaction. These data are sent
to the recipient card that stores them and inserts the amount of
the transaction in the section of pending transactions of the
card menu. Then at first purchase this pending transactions
will be converted again into available credit through the pay-
ment circuit or at the first connection of the card with an
outside device connected to the Internet through the virtual
page or the reader.

When a payment card goes on-line through the payment
circuit or the outside device, the card sends such data (iden-
tification data of the paying card and transaction data such as
the amount, date and time and the like) to the central server
that carries out in this way the transaction and records the
movements on the personal page of cards involved in the
transaction. With regard to the recipient digital card, the cen-
tral server sends a pulse that updates the residual credit of card
eliminating the pending transaction and converting it into
available credit, as shown in the scheme of FIG. 12. It has to
be noticed that is not important if the first card to connect
during time is the paying card or the recipient card. The first
card connecting to the central server records and completes
the transaction completely, leaving to the card connecting at a
later time only the ability of verifying and updating the trans-
actions, for example, on a personal on-line page. In addition
to the direct mode through connection port, the operation of
card-to-card payment will also be possible directly through
the controlling server. Once logged in a personal profile in the
controlling server of the card, it is sufficient to enter the
amount to be transferred and the number of card in favor of
which the transfer is to be made. Also in this case the credit
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visible on the display 109 of the recipient payment card will
be updated at the first use of the payment card for a purchase
or at the first connection of the payment card to the controlling
server.

It is necessary to specify that the method steps may follow
a temporal succession order different from what has been
described.

In FIGS. 13 to 15, it is represented a reader or station 250
ofapayment card 100 which comprises a processing unit 255,
shown schematically, adapted to interface with the controller
150 present on the payment card 100. The reader or station
250 comprises at least one connection port 50 according to the
present invention.

In particular, the connection port 50 on the reader is com-
bined with a housing seat 260, 260’ in which the payment card
100 is inserted. The housing seat 260, 260" includes a groove
shaped to allow the insertion of a payment card 100 provided
with the connection port 50. In the housing seat 260 (on a
bottom wall of the same) is provided a connection port 50 not
shown in detail. The shape of the housing seat 260 and the
shape of the payment card 100 are complementary in shape
allowing to obtain a correct and simple connection between
the two connection ports 50 respectively of the reader 250 and
of the payment card 100.

Once the card is inserted into the seat housing 260 and once
the authentication process is performed as described above,
the station 250 allows you to carry out, in addition to the usual
banking transactions, also certain operations such as entering
pending transactions, updating system software of the pay-
ment card, battery charging, etc.

In addition, the station 250 allows to issue a credit both to
a checking account given in advance by the shopkeeper and to
another payment card. In fact a housing seat 260' of the same
geometry is provided, as described below, where the payment
card of the shopkeeper is placed in such a way that there is an
exchange of data/money directly from the user card to the
shopkeeper card.

In a preferred embodiment the reader includes a main
module 250 shown in FIG. 13, with additional hermaphro-
ditic connection ports 50 in order to connect secondary mod-
ules 270 (FIG. 13A). In particular, there are two secondary
modules 270 connected on the side opposite to the main
module 250 (FIG. 14).

The secondary modules 270 include a housing 260, a
display 275 and an alphanumeric keyboard associated with
the display. Alternatively, the display 275 is a touch screen, as
shown in FIGS. 13A and 14.

The processing unit 255 has the task to perform the opera-
tions given by an operating system in function of the input
data entered by the user through the use of the keypad (one or
more) and made usable through the screen 275.

In the preferred arrangement, the architecture of the central
processing unit 255 is a 32-bit (or more) RISC, created spe-
cifically for the implementation in a station of the latest gen-
eration, with such a data processing speed (1 GHz or higher)
supporting all services required both by the server, with
which the station communicates, and services requested by
the use of the payment card.

Furthermore, the central unit 255 is designed to be able to
work both in contact mode, then through the use of the her-
maphrodite connection port and/or even through the use of an
IC Card reader, and in contactless mode, safely and effi-
ciently, with the use of RFID and NFC technology.

The central unit 255 of the reader 250 also contains all the
functional components and characteristics described above
and present in the payment card 100, singly or in combina-
tion.
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As shown in the block diagram of FIG. 15, the station 250
also comprises an analog modem, an Ethernet/LAN connec-
tion port and a wireless antenna to make possible the data
exchange between the central server and the network. In this
way, the station 250 is able to perform transaction operations
in a simple way and automatically without the aid of other
outside devices.

The station 250 is also equipped with a telephone Sim card
in such a way that it is independent from other types of data
connection.

The station 250 is powered by an external power supply
through a cable and/or individually by an internal battery that
is auto-recharged when the station is connected to electricity.
It is also equipped with an USB port to perform possible
updates or to be connected to other outside hardware devices.

FIG. 16 shows a bracelet 200 according to the present
invention, provided with a strap 201 and a seat 202 in which
a payment card 100' can be removably inserted. The latter is
functionally equivalent to the payment card 100 described
above, with the only difference that it has a different shape,
similar to that of a clock dial.

The card 100" has a hermaphrodite interface 50 and pref-
erably a USB port, as shown in FIGS. 17 and 18, which
respectively show the bracelet 200 in section and the payment
card 100' in a side view. Furthermore, the card 100' preferably
also has a display 109, display of the traditional or touch
screen type.

The use of the bracelet 200 is simple. The user simply takes
out the card 100' from the seat 202 and uses it in the same way
of the card 100 described above.

In the same way the card 100" can be integrated into a key
ring, a necklace, a tablet, a mobile phone, a belt, etc.

The invention claimed is:

1. Method for managing a banking transaction between
two payments cards, wherein each payment card comprising:

a) a support body having a first face and a second face
opposite to one another;

b) a controller provided with an inner memory in which
identification data of a user and/or the institution issuing
the payment card are stored;

¢) a connection interface operatively combined with the
controller for connection with at least one outside
device;
wherein:

i) the connection interface is a connection port of
hermaphrodite type that incorporates a male por-
tion and a female portion arranged, one with
respect to the other, in such a position to allow a
mechanical and operative coupling with an identi-
cal connection port of said at least one outside
device:

ii) a plurality of electric contact elements combined
with the male portion and/or the female portion;

wherein:

both payment cards are provided with a memory and means
for wireless connection and/or connection ports, the
method comprising the steps of:

exchanging data corresponding to the money sum transfer
between the two cards, from the card defined as trans-
ferring card to the card defined as recipient card; storing
exchanged data in the memories of both the transferring
and recipient cards, and storing a security data packet;

storing the credited amount in the memory ofrecipient card
and making available such an amount in the future only
if the following condition occurs:

at least one from the recipient card or the transferring card
must be connected at least once to the server of the
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related issuing institution that validates the money trans-
fer by recording the transaction.

2. Method according to claim 1, wherein the connection to
the server includes:

confirming the authenticity of data stored in the connected

card;

authorizing the banking transaction when the confirm

occurred;

sending, by the server, an updating signal to change the

residual credit stored in the memory of the card con-
nected thereto and, if the card has a display (109), show-
ing the residual credit on the display.

3. Method according to claim 1, wherein the card connec-
tion to the server of the issuing institution provides for the
card to be connected with an outside device by means of a
connection port, or in a wireless mode, and the identification
data of the payment card to be sent to the server through the
outside device.

4. Method according to claim 3, wherein the outside device
is a POS or ATM provided with a connection port compatible
with the connection port of the card.
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5. Method according to claim 3, wherein the outside device
is the recipient card itself and the latter is a card or bracelet,
the bracelet comprising a strap and an accommodating seat,
comprising the payment card (100), which is inserted in a
removable way in said receiving seat.

6. Method according to claim 1, wherein the card connec-
tion to the server is an independent data connection (Mobile
Connection) or a Wi-Fi connection.

7. Method according to claim 1, wherein a step of typing an
access code and money amount, to be transferred to the recipi-
ent card, is provided by means of an alphanumeric keyboard
(112) of the card, followed by a step of confirming and autho-
rizing the transfer.

8. Method according to claim 1, wherein a step of updating
the residual credit available on the transferring card and the
recipient card is provided, based on the transaction carried
out.



